
 

Presenter
Presentation Notes
ITS Standards training is one of the offerings of our updated Professional Capacity Training Program. You can find information on additional modules and training programs on this web site www.pcb.its.dot.gov/ Thank you for participating and we hope you find this module helpful.



Welcome 

Ken Leonard, Director 
ITS Joint Program Office 
Ken.Leonard@dot.gov 

 www.pcb.its.dot.gov 
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Presenter
Presentation Notes
ITS Standards can make your life easier. Your procurements will go more smoothly and you’ll encourage competition, but only if you know how to write them into your specifications and test them. This module is one in a series that covers practical applications for acquiring and testing standards-based ITS systems.  I am Ken Leonard, director of the ITS Joint Program Office for USDOT and I want to welcome you to our newly redesigned ITS standards training program of which this module is a part. We are pleased to be working with our partner, the Institute of Transportation Engineers, to deliver this new approach to training that combines web based modules with instructor interaction to bring the latest in ITS learning to busy professionals like yourself. This combined approach allows interested professionals to schedule training at your convenience, without the need to travel. After you complete this training, we hope that you will tell colleagues and customers about the latest ITS standards and encourage them to take advantage of the archived version of the webinars. ITS Standards training is one of the first offerings of our updated Professional Capacity Training Program. Through the PCB program we prepare professionals to adopt proven and emerging  ITS technologies that will make surface transportation safer, smarter and greener which improves livability for us all. You can find information on additional modules and training programs on our web site www.pcb.its.dot.gov Please help us make even more improvements to our training modules through the evaluation process. We look forward to hearing your comments. Thank you again for participating and we hope you find this module helpful.



Presenter
Presentation Notes




4 

A304b: 
Specifying Requirements for 

Field Management Stations – Part 1  
Object Definitions for Signal System Masters (SSM)  

Based on NTCIP 1210 Standard  

Presenter
Presentation Notes
Key Message:  This slide provides the title of the course. 
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Instructor 

Patrick Chan, P.E. 
Senior Technical Staff 
Consensus Systems Technologies 
(ConSysTec)  
Flushing, NY, USA 

Presenter
Presentation Notes
Patrick Chan has been involved with the development of ITS standards since the year 2000.  He was involved with the editing the recommended standard version of NTCIP 1210, which this module is based on.  He is also involved with other ITS standards, including NTCIP 1203 and the TMDD Standard. Patrick has 23 years of ITS experience, including 4 years with a public agency.Course Developer: Ken Vaughn, President, Trevillon
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Target Audience 

 Traffic engineering staff 
 Traffic Management Center (TMC)/Operations staff 
 System developers 
 Private and public sector users including 

manufacturers 

Presenter
Presentation Notes
Key Message:This slide informs the participants of who the module is intended for so that they can self-assess whether they should participate in the whole course.The first two categories will find this useful to understand the standard services potentially offered of a SSM.The last two categories will find this useful to understand why the details of the requirements and design elements exist and how they relate to each other through traceability.



Curriculum Path (SEP) 
I101 

Using ITS 
Standards: An 

Overview 

A101 
Introduction to 

Acquiring 
Standards -based 

ITS Systems 

A102 
Introduction to 

User Needs 
Identification 

A201 
Details on 
Acquiring 

Standards-based 
ITS Systems 

C101 
Intro. to Comm.  

Protocols 
and Their Uses in ITS 

Applications 

A304a 
Understanding User Needs for  

Field Management  
Stations-Part  1 Object  
Definitions for Signal  

System Masters Based on 
NTCIP 1210 Standard  

A304b 
Specifying Requirements for Field 

Management Stations-Part 1 
Object Definitions for Signal 

System Masters Based on NTCIP 
1210 Standard 
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Presenter
Presentation Notes
Key Message: There are two possible paths a user can follow in implementing systems based on ITS standards. The path to be taken depends on the standards needs to implement the system. The identified standard could have been developed using a systems engineering process (SEP) of well-defined needs, requirements and design, or could have been developed without an SEP. The NTCIP 1210 Standard is SEP-based, so the graphic shows the recommended sequential curriculum path leading to this module.  Many of concepts that will be discussed in this module has already been introduced in one of the modules in the curriculum path – this module brings these concepts all together, but specific to requirements supported by the NTCIP 1210 standard.
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Recommended Prerequisites 
  I101:  Using ITS Standards: An Overview 
 
  A101:  Introduction to Acquiring Standards-based ITS Systems 
 
  A102:  Introduction to User Needs Identification 
 
  A201:  Details On Acquiring Standards-based ITS Systems 
 
  C101: Introduction to the Communications Protocols and Their 
 Uses in ITS Applications  
 
  A304a: Understanding User Needs for Field Management 
 Stations – Part 1 Object Definitions for Signal System 
 Masters Based on NTCIP 1210 Standard  

Presenter
Presentation Notes
Key Message: This slide informs the participants of the general knowledge that they should be aware of prior to participating in this module.Knowledge of American-style traffic signal operationsComponents of a typical signalized intersectionLocal timing logicSystem timing logic
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Learning Objectives 

1. Describe requirements included in NTCIP 1210 
2. Use the Protocol Requirements List (PRL) to specify 

an NTCIP Signal System Master (SSM) interface 
3. Achieve interoperability and interchangeability using 

the Requirements Traceability Matrix (RTM) 
4. Understand the NTCIP 1210 SNMP interface and 

dialogs 
5. Incorporate requirements not covered by the 

standard 

Presenter
Presentation Notes
Key Message: This slide informs the participants of the learning objectives of this module. 



Learning Objective #1 — Describe the 
requirements in NTCIP 1210 
 
 Review components and structure of NTCIP 1210 
 Use the PRL to trace from user needs to requirements 
 Organization and decomposition of requirements of 

NTCIP 1210 
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Learning Objective #1   

Presenter
Presentation Notes
Key message: This slide presents an overview of Learning Objective #1.
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NTCIP 1210 

Learning Objective #1   

Typical Physical Architecture 
NTCIP 1210 

NTCIP 1202 

Source: NTCIP 1210, Fig. 3, Pg: 13 

Presenter
Presentation Notes
Key Message:  This slide depicts the typical physical architecture used by NTCIP 1210 deployments. NTCIP 1210 deals with the link between the TMS and SSM. The standard also has a close relationship to NTCIP 1202 because an SSM communicates to the local controller using NTCIP 1202. Part of the goal of NTCIP 1210 is to standardize how the SSM interfaces with the local signal controller using NTCIP 1202.Resource: NTCIP 1210, Figure 3, page 13 
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History of NTCIP 1210 

Learning Objective #1   

Version 1: v01.53 is the “ballot ready version” 
   Was recently approved 
   Has not yet been deployed 

 Early deployments often reveal issues with standard 
 Some potential issues have been discovered and 

are addressed in this course 
 Those deploying equipment should seek assistance 

and coordinate with others 

Presenter
Presentation Notes
Key Message:  This slide indicates that NTCIP 1210 has only recently been approved and has not yet been deployed. It contains some known technical problems that will be discussed in this presentation and early deployments may find other issues. Those seeking to deploy equipment conforming to this standard should work with the FHWA, industry experts, and the SDOs so that the industry can benefit from their lessons learned.NOTE: There are several instances where the indexing of tables are incorrect and in particular there are fundamental design flaws such as not being able to define the timebase selection of a timing plan (you can only unambiguously specify that you want to select a timebase algorithm during certain times, the standard fails to specify how the timebase algorithm selects a specific pattern at a specified time).
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Structure of the Standard 

Learning Objective #1   

Outline 
 

 Section 1: General 
 Section 2: Concept of Operations (ConOps) 
 Section 3: Functional Requirements 
 Section 4: Dialog Specifications 
 Section 5: Signal System Master Object Definitions 
 Section 6: SSM Block Object Definitions 
 Annex A: Requirements Traceability Matrix 
 Annex B: SSM Device and Information Profile 
 Annex C: SSM Control Hierarchy 

Presenter
Presentation Notes
Key Message:  This slide shows the table of contents for NTCIP 1210 so that the user can gain a familiarity of the overall flow of the standard. The speaker should highlight the following items: The Protocol requirements List (PRL) is contained in the Functional Requirements section (Section 3) This is the key menu of options used in a procurement specification as discussed in the previous module A304a and will be discussed further in this module A304b. The Objects (Section 5) represent individual pieces of data that are referenced by the dialogs (Section 4) Block objects (Section 6) are defined groups of objects that provide a more bandwidth-efficient means for exchanging large sets of data The RTM (Annex A) maps each requirement to a specific design that consists of a dialog and a list of objects
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Structure of the Standard 

Learning Objective #1   

Missing Components of NTCIP 1210 
 

 Does not include test cases 
 Need to be produced for your project 

Presenter
Presentation Notes
Key Message:  This slide explains that NTCIP 1210 does not yet contain standard test cases and that these should be developed for any deployment. Those deploying this standard should investigate the latest developments to see if other projects have already developed test procedures that can be reused.
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Use the PRL to Trace User Needs to 
Requirements 

Learning Objective #1   

 

 PRL introduced in Module A304a to select user needs 
 Now, use the PRL to select functional requirements 

User Need 
ID 

User Need FR ID Functional 
Requirement 

Conformance Support Additional 
Specifications 

2.5.1.1 Configure Cycle Timers and Unit Backup Time M Yes 

3.4.2.2.1 Determine SSLs 
Currently Connected 

M Yes 

3.4.2.2.4.1 Configure Cycle Timer 
Reference 

O Yes / No 

Presenter
Presentation Notes
Key Message:  This is a small portion of the NTCIP 1210 PRL table. In Module A304a: Understanding User Needs for FMS –Part 1, we discussed how to use the table to select user needs for a project; we will now discuss how you can use the table to select requirements. This slide simply reminds the participants that the table has already been introduced in Module A304a and we are going to discuss it further.NOTE: The full PRL shows additional requirements traced to this need that are not shown on this slide. Resource: Derived from NTCIP 1210
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Use the PRL to Trace User Needs to 
Requirements 

Learning Objective #1   

 

 First column identifies the clause of the user need 
 Second column provides the name of the user need 

User Need 
ID 

User Need FR ID Functional 
Requirement 

Conformance Support Additional 
Specifications 

2.5.1.1 Configure Cycle Timers and Unit Backup Time M Yes 

3.4.2.2.1 Determine SSLs 
Currently Connected 

M Yes 

3.4.2.2.4.1 Configure Cycle Timer 
Reference 

O Yes / No 

Presenter
Presentation Notes
Key Message:  The first column presents the user need identifier, which is the number of the clause within the standard where the user need is formally defined. The second column indicates the name of the user need that is being referenced. NOTE: The full PRL shows additional requirements traced to this need that are not shown on this slide. Resource: Derived from NTCIP 1210
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User Need Definition 

Learning Objective #1   

2.5.1.1 Configure Cycle Timers and Unit Backup Time 
The system owner needs to be able to determine the 
capabilities of the SSM. The system owner may need to 
configure the SSM to operate cycle timers for 
synchronizing the SSLs directly using a sync pulse. 
 

Source: NTCIP 1210, Page 17 

Presenter
Presentation Notes
Key Message:  This slide shows that the user need referenced in the PRL has a formal definition in the standard that can easily be looked up. Notice that the text will typically identify the need (e.g., configure the SSM cycle timers) and provide a justification (e.g., to synchronize SSLs), but do not include measurable requirements. Resource: NTCIP 1210, page 17
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Use the PRL to Trace User Needs to 
Requirements 

Learning Objective #1   

 

 Third column identifies the clause of the requirement 
 Fourth column provides the name of the requirement 
 Traceability is shown by hierarchical presentation 
User Need 
ID 

User Need FR ID Functional 
Requirement 

Conformance Support Additional 
Specifications 

2.5.1.1 Configure Cycle Timers and Unit Backup Time M Yes 

3.4.2.2.1 Determine SSLs 
Currently Connected 

M Yes 

3.4.2.2.4.1 Configure Cycle Timer 
Reference 

O Yes / No 

Presenter
Presentation Notes
Key Message:  The third column of the PRL presents the requirement identifier, which is the number of the clause within the standard where the requirement is formally defined. The fourth column indicates the name of the requirement that is being referenced. Traceability is shown by listing requirements underneath the user needs to which they trace. A user need that traces to multiple requirements will have multiple requirements listed beneath it, as shown here. A requirement that traces to multiple user needs will appear multiple times in the table – one time under each user need to which it traces. Resource: Derived from NTCIP 1210
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Requirement Text 

Learning Objective #1   

3.4.2.2.1 Determine SSLs Currently Connected 
The SSM shall allow a TMS to determine the SSLs 
currently connected to the SSM. 
 
3.4.2.2.4.1 Configure Cycle Timer Reference 
The SSM shall allow the TMS to configure the specific 
time-of-day used for calculation of the cycle timers from 
the SSM.  

Source: NTCIP 1210, Page 38 

Presenter
Presentation Notes
Key Message:  This slide shows that the requirements referenced in the PRL have formal definitions in the standard that can easily be looked up. Notice that the formal definitions provide precise and measurable requirements without defining precisely how they will be achieved. Resource: NTCIP 1210, page 38



SSM Requirements are Well Formed 
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Learning Objective #1   

[Actor] [Action] [Target] [Constraint] [Localization] 
 Actor – Identifies who or what that does the action 
 Action – Identifies what is to happen 
 Target – Identifies who or what receives the action 
 Optional 

 Constraint – Identifies how to measure success or 
failure of the requirement 

 Localization – Identifies the circumstances under 
which the requirement applies 

 

Presenter
Presentation Notes
Key message: This slide reviews principles discussed in previous courses and describes the structure used for requirements. The structure is designed to minimize ambiguities. 
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Example SSM Requirement 

Learning Objective #1   

The SSM shall allow a TMS to determine the SSLs 
currently connected to the SSM. 
 

Source: NTCIP 1210, Page 38 

[Actor] [Action] [Target] [Constraint] [Localization] 

Target Action Target 

Constraint 

Actor 

Presenter
Presentation Notes
Key Message:  This slide provides one possible analysis of a requirement contained in NTCIP 1210. Some contend that the Actor is the “TMS”, because it initiates an action (to determine) from the information located in the target (SSM) and its SSLs connected to it. Resource: NTCIP 1210, page 38



Outline of Requirements 

22 

Learning Objective #1   

3.3 Operational Requirements 
 3.3.1 Support Basic Communications 
 3.3.2 Support Logged Event Data 
 3.3.3 Manage Access 

Presenter
Presentation Notes
Key message: This slide provides an overview of the operational requirements included in the standard. These are general requirements that define basic characteristics of exchanging information, security, etc. 3.3.1 – Requirements for making requests to the SSM3.3.2 – Requirements for managing the logged data in the SSM3.3.3 – Requirements for managing access to the information stored in the SSM



Outline of Requirements 
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Learning Objective #1   

3.4 Data Exchange Requirements 
 3.4.1 Collect System Detector Data 
 3.4.2 Manage the SSM Configuration 
 3.4.3 Manage the System Timing Plans 
 3.4.4 Monitor the SSM Operation 
 
NOTE: Version 1 standards do not have standardized 
backwards compatibility issues 

Presenter
Presentation Notes
Key message: This slide provides the top-level outline for the data exchange requirements. As with many NTCIP standards, most of the requirements have been divided into three groups representing system configuration, system operation (i.e., for an SSM, timing plans), and system monitoring. In addition, NTCIP 1210 has an additional division that contains all of the system detector requirements. It should be noted that the actual organization is not very important; what is important is the traceability to user needs and we will go through these traces later in the presentation. You may also note that NTCIP 1210 does not contain a section for backwards compatibility requirements. This is because it is the first version of the standard and there are no standardized backwards compatibility issues to address. However, your project may still need to consider needs and requirements for backwards compatibility with any existing proprietary equipment you may have.



Presenter
Presentation Notes
We are now ready for a pop-up quiz. Use your computer mouse to select your answer on the screen and select submit. There is only one correct answer. 
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Learning Objective #1    

Which of the following is not a major 
group of requirements in NTCIP 1210?  

See Student Supplement for PRL 
 

Answer Choices 

a) Collect System Detector Data 
b) Manage SSM Configuration 
c) Monitor the SSM Operation 
d) Backwards Compatibility Requirements 

Presenter
Presentation Notes
Key Message:  This slide tests the participants’ understanding of the major requirements of the standardInteractivity: Instructor should:Read the question and the answer choicesProvide instructions for the audience to select the appropriate answer using their computer mousePause to allow participants to respond (poll/online choice)
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Learning Objective #1    

Review of answers 
a) Collect System Detector Data 

Incorrect; these requirements provide for 
configuring and monitoring system detectors. 

b) Manage SSM Configuration 
Incorrect; these requirements allow monitoring 
and adjusting the configuration of the SSM. 

c) Monitor the SSM Operation 
Incorrect; these requirements provide for 
monitoring alarms and device status. 

d) Backwards Compatibility Requirements 
Correct! This is the first version of NTCIP 
1210 and therefore there are no backwards 
compatibility requirements. 
 

Presenter
Presentation Notes
Key Message:  This slide reviews the various potential answers and explains why each is right or wrong.
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Summary of Learning Objective #1 

 Review components and structure of NTCIP 1210 
 Use the PRL to trace user needs to requirements 
 Organization and decomposition of requirements of 

NTCIP 1210 

Describe the requirements in NTCIP 1210 

Presenter
Presentation Notes
Key Message:  This slide reminds the participant of what we have discussed during this learning objective.
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Learning Objective #2—Use the PRL to 
Specify an SSM Interface 
   Use of optional requirements, constraints, and 

predicates within the PRL 
 Specify performance criteria for functional requirements 

within the PRL 
 Use the PRL in a specification 

Presenter
Presentation Notes
Key Message: This slide reviews the key topics for the second learning objective. This objective covers the remainder of the PRL and steps the user through the process of preparing a PRL to include in a specification. 
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Conformance 

Learning Objective #2   

 “M” indicates mandatory within the defined context 
 “O” indicates optional 

User Need 
ID 

User Need FR ID Functional 
Requirement 

Conformance Support Additional 
Specifications 

2.5.1.1 Configure Cycle Timers and Unit Backup Time M Yes 

3.4.2.2.1 Determine SSLs 
Currently Connected 

M Yes 

3.4.2.2.4.1 Configure Cycle Timer 
Reference 

O Yes / No 

Presenter
Presentation Notes
Key Message:  Returning to the PRL, the fifth column defines the conformance for the user need or requirement referenced by the row. ‘M’ stands for ‘mandatory’ and ‘O’ stands for ‘optional.’ ‘Mandatory’ means that the item must be supported by any implementation that claims conformance to the next higher hierarchical item. ‘Optional’ means that the item does not have to be supported to claim conformance to the next higher hierarchical item.For example, if an implementation claims conformance to ‘Configure Cycle Timers and Unit Backup Time,’ it must support the ‘Determine SSLs Currently Connected’ requirement, but does not have to support the ‘Configure Cycle Timer Reference.’Note the ‘Configure Cycle Timers and Unit Backup Time’ user need is a top-level user need (i.e., there are no higher level needs with conformance statements); therefore, its higher-level item is the standard itself. Thus, any implementation claiming conformance to the standard must support this user need. Resource: Derived from NTCIP 1210
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Conformance 

Learning Objective #2   

Option Groups 
 

“O” = Optional 
“.1” = part of first option group 
“(1..*)” = One or more options from group required 

User Need ID User Need FR ID Functional 
Requirement 

Conformance Support Additional 
Specifications 

2.5.1.2.5.2 Configure Threshold Selection O.1 (1..*) Yes / No 

2.5.1.2.5.3 Configure Signature Selection O.1 (1..*) Yes / No 

Presenter
Presentation Notes
Key Message:  In addition to the basic ‘M’ and ‘O’ options, the conformance column may also indicate an option group by indicating an ‘O’ followed by a decimal point and the option group number and then followed by a parenthetical phrase that defines the rules for the option group. The parenthetical phrase indicates the minimum and maximum number of items that must be selected from the group. For example, this slide shows two user needs with the conformance of ‘O.1 (1..*)’ This means that both user needs are in Option Group 1 and that one or more items from Option Group 1 must be selected in order to claim conformance. Resource: Derived from NTCIP 1210
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Conformance 

Learning Objective #2   

User Need 
ID 

User Need FR ID Functional 
Requirement 

Conformance Support Additional 
Specifications 

2.5.1.3.1.2 Failed System Detectors M Yes 

3.4.4.1.4.2 Failed System 
Detectors for 
Threshold Selection of 
Timing Plans 

Threshold:M Yes / No 

3.4.4.1.4.3 Failed System 
Detectors for 
Signature Selection of 
Timing Plans 

Signature:M Yes / No 

Conditional Conformance 
 

 Predicates are defined prior to the PRL 
 If the predicate is supported, the conformance 

statement applies 

Presenter
Presentation Notes
Key Message:  Another notation that may appear in the conformance column is a predicate followed by a colon followed by one of the other conformance symbols. This notation means that the indicated conformance only applies if the predicate condition is true. The predicate is a term defined in a separate table presented just prior to the PRL. In this case, ‘Threshold’ references Clause 2.5.1.2.5.2 and Signature references Clause 2.5.1.2.5.3, which happen to be the user needs discussed on the previous slide. Thus, if the user selects the ‘Configure Threshold Selection’ user need, the ‘Failed System Detectors for Threshold Selection of Timing Plans’ requirement becomes mandatory; otherwise it is not mandatory.NOTE: The standard actually has a typo in its references; ‘Threshold’ should reference 2.5.1.2.5.2, not 2.5.1.2.5.1 and ‘Signature’ should reference 2.5.1.2.5.3, not 2.5.1.2.5.2.Resource: Derived from NTCIP 1210
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Conformance 

Learning Objective #2   

Support 
 

 “Support” column indicates 
 What is required in a procurement, or 
 What a device supports 

User Need 
ID 

User Need FR ID Functional 
Requirement 

Conformance Support Additional 
Specifications 

2.5.1.1 Configure Cycle Timers and Unit Backup Time M Yes 

3.4.2.2.1 Determine SSLs 
Currently Connected 

M Yes 

3.4.2.2.4.1 Configure Cycle Timer 
Reference 

O Yes / No 

Presenter
Presentation Notes
Key Message:  The sixth column allows a user to indicate what an implementation supports or what a project requires. For example, a manufacturer can use the table in a product specification sheet to indicate exactly which items are supported by their standard product. Similarly, an agency can use the table to indicate the items that they want included for their project.The support column only allows the selection of ‘yes’ for mandatory items while optional items allow for the selection of ‘yes’ or ‘no.’ Resource: Derived from NTCIP 1210
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Additional Specifications 

Learning Objective #2   

Fill in the Blanks 
 

 “Additional Specifications” column indicates other items 
that need to be specified 

 Requirements = standardized text 
 Specifications = project text 

 User Need 
ID 

User Need FR ID Functional 
Requirement 

Conformance Support Additional 
Specifications 

3.3.1.2 Deliver Data to the 
TMS 

M Yes The Response 
Start Time for 
all requests 
shall not be 
greater than 
_______ ms 
(Default = 
2000) 

500 

Presenter
Presentation Notes
Key Message:  The final column allows a user to indicate additional project specifications and/or other notes. Standardized PRLs contain text in this column when the developers of a standard believe that an issue is important, but cannot necessarily be standardized across all projects. This is often the case with performance issues as shown here. The developers of the standard have defaulted the maximum response start time to 2000 milliseconds (i.e., 2.0 seconds), but they allow this value to be customized on each project. The default is not necessarily a “recommendation”; it only is intended to provide an unambiguous interpretation of the clause if the specification fails to specify a value.Resource: Derived from NTCIP 1210
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Additional Specifications 

Learning Objective #2   

Participant Student Supplement 
 

 Standard allows projects to add custom specifications 
 See Participant Student Supplement  

 Listing of potential issues 
 Sample specifications to address these issues 

User Need 
ID 

User Need FR ID Functional 
Requirement 

Conformance Support Additional 
Specifications 

3.3.3.2 Configure Access M Yes The SSM 
shall 
support at 
least 3 
access levels 
in addition 
to the 
administrat
or access 
level. 

Presenter
Presentation Notes
Key Message:  The contents of the “Additional Specifications” column is not limited to the standardized text; any agency can add their own specifications either in this column or elsewhere; however, this should be done very carefully in order to avoid creating a specification that requires a custom solution. Any addition should be designed to address potential concerns/issues and be supported by actual needs.The standards community understands that potential issues can arise with any standard and deployments need to address these issues for their project even if a standardized solution is not yet available; this is especially true for the initial version of standards that have not yet been widely deployed. To assist agencies as much as possible, some potential issues with the standard are mentioned in Section 2 of the Participant Student Supplement (PSS) along with sample specifications that could be used to address these potential issues. The specifications offered should not be considered to be the only solution or even the preferred solution as these have not been reviewed through any standards process; they are merely samples. Nonetheless, all deployments on a project will need to implement a consistent solution to all potential issues if interoperability is to be achieved; thus, the potential issues need to be considered during the specification phase of the project. We leave it to each agency to investigate the potential issues and to determine if the sample solution offered is appropriate for their project.One example of the type of potential issues addressed in the Supplement is shown here. Requirement 3.3.3.2 states “The specification will identify the number of users that the SSM shall support. If the specification does not define the number of users, the SSM shall support at least one user in addition to the administrator.” If the agency believes it will need more than one additional user, it will need to call out an additional specification, even though there is no sample text in the standardized PRL to achieve this. The supplement provides the sample wording to specify support for additional users. Resource: Derived from NTCIP 1210



Presenter
Presentation Notes
Placement slide: To be used prior audience exercise/activity in which they choose from multiple choice selection.The next slide is the question slide and it should have multiple choices and indicate the correct answer/s on one slide. We are now ready for a pop-up quiz. Use your computer mouse to select your answer on the screen and select submit. There is only one correct answer. 
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Learning Objective #2    

Where is a list of potential issues and 
sample specifications to consider for 
NTCIP 1210 deployments?  

Answer Choices 

a) In the User Needs Section of the standard 
b) In the Requirements Section of the standard 
c) In the Participant Student Supplement 
d) A and B 

Presenter
Presentation Notes
Key Message:  This slide tests the participants’ understanding of where to find additional specificationsInteractivity: Instructor should:Read the question and the answer choicesProvide instructions for the audience to select the appropriate answer using their computer mousePause to allow participants to respond (poll/online choice)
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Learning Objective #2    

Review of answers 
a) In the text of the User Needs Section 

Incorrect; user needs only define potential needs 
of stakeholders. 

b) In the text of the Requirements Section 
Incorrect; requirements give little to no guidance 
on additional specifications. 

c) In the Participant Student Supplement 
Correct! The Student Supplement contains a 
list of potential issues coupled with sample 
specifications that may be used. 

d) A and B 
Incorrect; This information is not contained in 
either of these sections. 
 

Presenter
Presentation Notes
Key Message:  This slide reviews the various potential answers and explains why each is right or wrong. While most NTCIP standards have included this information in the PRL, the NTCIP 1210 standard omitted much of this information.
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Use the PRL in a Specification 

Learning Objective #2   

Sample Project to Deploy SSMs 
 

Suburbanville wants to upgrade its old closed-loop 
system so that it supports ITS standards. They want: 
 Regional masters to control normal operations 
 To be able to monitor detailed operations of local 

controllers when needed  
 Time-of-day pattern selection 
 Signature selection for traffic responsive operation 
 Instant notification of unusual traffic conditions 

 

Presenter
Presentation Notes
Key Message:  We have now gone over all of the rules for traceability and conformance; the next task is to go through the entire PRL for a sample project and see what the end result might look like. We will use the same sample scenario that we used in Module A304a. 



40 

Use the PRL in a Specification 

Learning Objective #2   

General Clauses 
 

 Require support of all values for all NTCIP objects, 
unless otherwise noted 
 Specific range specifications are discussed on 

following slides 
 

 Define “Response Start Time” 
 

 Include a “filled-out” version of the PRL 
 

See example in the Participant Student Supplement 

Presenter
Presentation Notes
Key Message:  Before we start filling out the PRL, we should mention a couple of general statements that are missing from the current draft version of the standard. Procurement officials should ensure these are addressed in the project specifications.
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Use the PRL in a Specification 
Learning Objective #2   

User 
Need ID 

User 
Need 

FR ID Functional Requirement Confor
mance 

Support Additional Specifications 

2.4.1 Provide Live Data M Yes 

3.3.1.1 Accept Data from the TMS M Yes 

3.3.1.2 Deliver Data to the TMS M Yes The Response Start Time 
for all requests shall be  
not greater than _____ 
ms (Default 2000). 

3.3.1.3 Explore SSM Data by the 
TMS 

M Yes The Response Start Time 
for all requests shall be  
not greater than _____ 
ms. 

3.3.3.1 Determine Access Settings M Yes 

3.3.3.2 Configure Access M Yes The SSM shall 
support at least 3 
access levels in 
addition to the 
administrator 
access level. 

Provide Live Data 

500 

500 

Presenter
Presentation Notes
Key Message:  The first user need that we encounter in the PRL is the mandatory need to “Provide Live Data.” All of the requirements that trace to this user need are marked mandatory, so we will select all of these. Our project does not appear to have any special performance needs, so we will also accept the default values for Response Time. Also range specifications should be added for the number of access levels to be supported. Note: Response Start Time is not explicitly defined in the NTCIP 1210 standard.  It is however, defined in NTCIP 1103, which is a normative standard.  However, so it is not ambiguous, the definition should be included in the procurement specifications.Resource: NTCIP 1210, Page 28 (some text shortened to fit on slide)
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Use the PRL in a Specification 

Learning Objective #2   

User 
Need ID 

User 
Need 

FR ID Functional Requirement Confor
mance 

Support Additional Specifications 

2.4.2 Provide Off-line Logged Data M Yes 

3.3.2.1 Determine Current 
Configuration of Event Logging 
Service 

M Yes 

3.3.2.2 Configure Event Logging 
Service 

M Yes 

3.3.2.3 Retrieve Event Logged Data M Yes 

3.3.2.4 Clear Event Log M Yes 

3.3.2.5 Determine Capabilities of 
Event Logging Service 

M Yes 

Provide Off-line Logged Data 

See following slides 

Presenter
Presentation Notes
Key Message:  The next user need is “Provide Off-line Logged Data”, which is mandatory and all of the requirements traced to it are mandatory, so we select them all. However, we will need to specify some range specifications as discussed on the following slides. Resource: NTCIP 1210, Page 28 (some text shortened to fit on slide)



43 

Structure of Off-line Logged Data 

Learning Objective #2   

Example of What Needs to be Logged 
 

Example: Record pattern number every time it changes for 
any section 
 When did the event occur? 
 What timing pattern was selected? 
 What section was affected? 
 How do I retrieve the data? 

Time 

2013-01-01 00:00:00 

Value 

16 

ID 

3 

Number 

1 

2013-01-01 00:00:00 5 

5 

2 

Presenter
Presentation Notes
Key message: This slide introduces how the off-line reporting mechanism works so that the participant can understand the meaning of each ranged parameter that needs to be specified. We start with an example of logging pattern changes for sections within the controller and present four columns of the event log table one at a time.One of the key things that we may be interested in knowing is when a timing pattern change occurred. The log accommodates this by providing a Time column.We also are interested in knowing additional event-specific information. For example, we may be interested in knowing the ID of the new timing pattern. This information is user-configurable and stored in the Value field of the table.Of course, our SSM is likely to simultaneously manage multiple coordinated sections, each choosing their own timing patterns. Thus, for the new selection to have meaning, we must also know which “event” occurred. This is accomplished through the ID column of the event log. In this case, we might configure the device to record a timing pattern change to Section 3 to be Event ID 3 and a timing pattern change to Section 5 to be Event ID 5.And of course, when we retrieve information from the table, we need a way to refer to each row of the table. This information is stored in the Number column.
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Structure of Off-line Logged Data 

Learning Objective #2   

Example of What Needs to be Logged 
 

Example: Record all changes in communication status 
 When did the event occur? 
 What is the new status? 
 What intersection changed? 
 How do I retrieve the data? 

Time 

2012-12-30 16:30:21 

Value 

responding 

ID 

27 

Number 

1 

2012-12-30 11:05:18 notResponding 

27 

2 

Presenter
Presentation Notes
Key message: This slide explains that a controller may need to monitor other types of events as well, for example when a controller goes off-line or comes on-line. This information can be stored in the same log as well; it is fully configured by the user. In this case, the log entry looks very similar. The time is recorded the same way. However, in this case, the Value that is recorded is the value of the intersectionCommStatus object for the specific intersection. Likewise, the Event ID represents the ID of the configured event where event 27 might be the an onChange event for intersectionCommStatus.Finally, the Number column is once again used to reference a specific row number. You’ll notice that the newest event is shown in row 1; the standard requires that new events are added as row 1 and the other events are always shifted downwards. That way a TMS can poll the table for the first few rows in the table and be confident that it is getting the latest events.
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Structure of Off-line Logged Data 

Learning Objective #2   

May Want to Segregate Types of Events 
 

Time 

2012-12-30 16:30:21 

Value 

responding 

ID 

27 

Number 

1 

2012-12-30 11:05:18 notResponding 

27 

2 

2013-01-01 00:00:00 16 

3 

1 

2013-01-01 00:00:00 5 

5 

2 

Class 

1 

1 

2 

2 

Event Log Table 

Presenter
Presentation Notes
Key message: This slide explains that the operator may want to separate the different types of events into different classes in order to better manage the information, so we add the final column of the event log table to show how this is achieved. Of course if we want to monitor all of these events at the same time, the log may become somewhat confusing. Thus, the log allows a user to configure Classes of events, with each class being assigned its own Number field. For example, the TMS may want to monitor the changes to timing pattern once a minute whereas the communications status might be monitored once every ten minutes.



46 

Event Log Configuration 

Learning Objective #2   

What Needs to be Specified? 
 

 
 

 
 
 

 How many event classes do I need? 
 How many event types (IDs) do I need? 
 How many events should be stored per event class? 
 Which objects should the controller be able to monitor? 

Class Number ID Time Value 

1 1 27 2012-12-30 16:30:21 responding 

1 2 27 2012-12-30 11:05:18 notResponding 

2 1 5 2013-01-01 00:00:00 16 

2 2 3 2013-01-01 00:00:00 5 

Presenter
Presentation Notes
Key message: This slide guides the user to consider issues that must be considered about the event log and relates these to specific line items presented in the student Supplement. Now that we understand the table, we can consider the various sizing issues related to the log, including:How many event classes do I need?How many event types do I need?How many events do I need to store for each class?Which objects do I need to be able to monitor?
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Event Log Configuration 

Learning Objective #2   

What Types of Events? 
  On change 

 When the object value changes 
  Greater than (Less than) 

 When value first goes above (below) reference 
  Hysteresis 

 When value goes above maximum or below minimum 
  Periodic 

 Every “x” seconds 
  Bitwise “and” logic 

 When value can be “ANDed” with reference and result 
is non-zero 

Presenter
Presentation Notes
Key message: This slide explains the final issue that needs to be addressed in the specification of the log; what types of events are monitored. We present the standardized options.  On change – For example, any time the communication status changes for an intersection; any time the timing pattern changes for a section Greater than – For example, the volume reported by a system detector exceeds a threshold value Less than – For example, the occupancy reported by a system detector falls below a threshold value Hysteresis – For example, the occupancy reported by a system detector goes outside of a defined range Periodic – For example, report the volume every 60 seconds And – Is the second or third bits of the Short Alarm Status for an intersection set
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Use the PRL in a Specification 

Learning Objective #2   

User 
Need ID 

User 
Need 

FR ID Functional Requirement Confor
mance 

Support Additional Specifications 

2.4.3 Connect Communication Networks M Yes 

3.3.1.4 Accept Data from the SSLs M Yes 

3.3.1.5 Deliver Data to the SSLs M Yes 

3.3.1.6 Explore SSL Data by the TMS M Yes 

3.3.1.7 TMS Acceptance of Data fr SSL M Yes 

3.3.1.8 TMS Delivery of Data to SSL M Yes 

3.3.3.1 Determine Access Settings M Yes 

3.3.3.2 Configure Access M Yes 

Connect Communication Networks 

See Participant Student Supplement for discussion of 
potential issues and three possible solutions that could be 
added to your specification. 

Presenter
Presentation Notes
Key Message:  The next user need that we encounter in the PRL is the mandatory need to “Connect Communications Networks.” All of the requirements that trace to this user need are also marked mandatory. However, there may be potential issues with the design of this feature that may affect interoperability as we discuss later in this presentation. A full discussion of the potential issue and a possible solution is provided in the Participant Student Supplement. Great care should be taken in any deployment of this feature to resolve potential issues prior to their implementation.Resource: NTCIP 1210, Page 28-29 (some text shortened to fit on slide)
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Use the PRL in a Specification 

Learning Objective #2   

User 
Need ID 

User 
Need 

FR ID Functional Requirement Confor
mance 

Support Additional Specifications 

2.4.4 Support Legacy Communication Networks O Yes / No 

3.3.1.9.1 Configure Using Block Objects M Yes 

3.3.1.9.2 Retrieve Block Objects M Yes 

3.3.1.9.3 Retrieve Block Status M Yes 

3.3.1.9.4 Support STMP O Yes / No 

Support Legacy Communication Networks 

Presenter
Presentation Notes
Key Message:  The next user need that we encounter in the PRL is the optional need to “Support Legacy Communications Networks.” Our project statement is silent on the communications technology that will be used.  To complete this section, we will need to perform an analysis of our communications network and perhaps even perform a detailed bandwidth analysis to determine whether this user need applies to our project, and if so, whether we also need to support the optional STMP requirement. For our purposes, we will assume that bandwidth is not an issue and will not select this feature.Resource: NTCIP 1210, Page 29
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Use the PRL in a Specification 

Learning Objective #2   

User 
Need ID 

User 
Need 

FR ID Functional Requirement Confor
mance 

Support Additional Specifications 

2.5.1.1 Configure Cycle Timers and Unit Backup Time M Yes 

3.4.2.2.1 Determine SSLs Currently 
Connected 

M Yes 

3.4.2.2.2 Determine Pattern Selection 
Capabilities 

M Yes 

3.4.2.2.3 Determine SSM Section 
Characteristics 

M Yes 

3.4.2.2.4.1 Configure Cycle Timer 
Reference 

O Yes / No 

3.4.2.2.4.2 Determine Cycle Timer 
Capability 

O Yes / No 

3.4.2.2.5 Determine SSM Software 
Version 

M Yes 

3.4.3.7.4 Sync SSL by Direct Command O Yes / No 

Configure Cycle Timers and Unit Backup Time 

Presenter
Presentation Notes
Key Message:  The next user need that we encounter in the PRL is the mandatory need to “Configure Cycle Timers and Unit Backup Time.” Most of the requirements related to this need are mandatory and we will select those. The optional needs all relate to the optional ability of the SSM to send out sync pulses to coordinate the SSLs. Resource: NTCIP 1210, Page 29
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Use the PRL in a Specification 

Learning Objective #2   

Configure Cycle Timers and Unit Backup Time 
 Sync Pulse 

 Issued at start of every cycle 
 Issued by SSM 
 Used when local clocks are not accurate 

 
 Clock synchronization 

 Typically synchronized once a day 
 Can use any common time source (GPS, WWV, etc.) 
 Typical for modern controllers 

Presenter
Presentation Notes
Key Message:  Explain difference between sync pulses and clock synchronization and the options that are included in managing sync pulses. 
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Use the PRL in a Specification 

Learning Objective #2   

Configure Cycle Timers and Unit Backup Time 
Need to define range specifications for: 
 Number of sections 
 Number of SSLs 
 Number of patterns 

SSM 

SSL SSL 

SSL 

SSL 
SSL 

SSL SSL SSL SSL 

SSL 

Presenter
Presentation Notes
Key Message:  Explain the various parameters that need range specifications and how they relate to the signal system.In the example network in this diagram, we can see that our SSM is attempting to control 10 intersections, each with its own SSL, so our SSM will need to support at least 10 SSL.The number of sections and patterns required is much more subjective. For example, the engineer may decide that there should be early morning E-W coordination, mid-day N-S coordination and evening back to E-W with night running free. With this approach the engineer may want to define a section for each of the four cardinal areas and a fifth for the intersection in the middle that varies its timing to correspond with which system it most closely coordinates with. Alternatively, perhaps all of the intersections can run on the same cycle length and everything can be run as a single section. It is up to the traffic engineer to define exactly how the timing should work.And with the above example, there would be a minimum of three timing patterns needed; but there may be additional patterns for weekends and holidays. Once again, these are largely dependent upon the engineer preferences and the complexity of the network.
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Use the PRL in a Specification 

Learning Objective #2   

User 
Need ID 

User 
Need 

FR ID Functional Requirement Confor
mance 

Support Additional Specifications 

2.5.1.1 Configure Cycle Timers and Unit Backup Time M Yes 

3.4.2.2.1 Determine SSLs Currently 
Connected 

M Yes The SSM shall support 
at least 16 SSLs 

3.4.2.2.2 Determine Pattern Selection 
Capabilities 

M Yes The SSM shall support 
at least 3 patterns for 
each section 

3.4.2.2.3 Determine SSM Section 
Characteristics 

M Yes The SSM shall support 
at least 3 sections. 

3.4.2.2.4.1 Configure Cycle Timer 
Reference 

O Yes / No 

3.4.2.2.4.2 Determine Cycle Timer 
Capability 

O Yes / No 

3.4.2.2.5 Determine SSM Software 
Version 

M Yes 

3.4.3.7.4 Sync SSL by Direct Command O Yes / No 

Configure Cycle Timers and Unit Backup Time 

Presenter
Presentation Notes
Key Message:  We can now fill in the remainder of the table for this user need. We will assume that our modern controllers do not need a sync pulse and we fill in the range specifications. Since we do not need a sync pulse, then none of the optional requirements are selected.Resource: NTCIP 1210, Page 29
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Use the PRL in a Specification 

Learning Objective #2   

User 
Need ID 

User 
Need 

FR ID Functional Requirement Confor
mance 

Support Additional Specifications 

2.5.1.2.1 Manage Section Definition Set M Yes 

3.4.3.1.1 Configure Section Assignment M Yes 

3.4.3.1.2 Retrieve Section Assignment M Yes 

3.4.3.1.3 Configure Section 
Characteristics 

M Yes 

Manage Section Definition Set 

Presenter
Presentation Notes
Key Message:  The next user need that we encounter in the PRL is the mandatory need to “Manage Section Definition Set.” All of the requirements related to this need are mandatory and we will select these. Resource: NTCIP 1210, Page 29-30



55 

Use the PRL in a Specification 

Learning Objective #2   

User 
Need ID 

User 
Need 

FR ID Functional Requirement Confor
mance 

Support Additional Specifications 

2.5.1.2.2 Implement a Manually Selected Plan M Yes 

3.4.3.3 TMS Override of Plan Selection M Yes 

Implement a Manually Selected Plan 

Presenter
Presentation Notes
Key Message:  The next user need that we encounter in the PRL is the mandatory need to “Implement a Manually Selected Plan.” There is only one requirement related to this need and it is mandatory. Resource: NTCIP 1210, Page 30
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Use the PRL in a Specification 

Learning Objective #2   

User 
Need ID 

User 
Need 

FR ID Functional Requirement Confor
mance 

Support Additional Specifications 

2.5.1.2.3 Implement Plan Based on TMS Command M Yes 

3.4.3.6.1 TMS Override of SSM 
Algorithm of Timebase Timing 
Plan 

M Yes 

3.4.3.6.2 SSM Instruct SSLs to Engage 
TMS Timing Plan 

M Yes 

3.4.3.6.3 Set Maximum Time Without 
TMS Control 

M Yes 

Implement Plan Based on TMS Command 

Presenter
Presentation Notes
Key Message:  The next user need that we encounter in the PRL is the mandatory need to “Implement Plan Based on TMS Command.” All of the requirements related to this need are mandatory. Resource: NTCIP 1210, Page 30
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Use the PRL in a Specification 

Learning Objective #2   

User 
Need ID 

User 
Need 

FR ID Functional Requirement Confor
mance 

Support Additional Specifications 

2.5.1.2.4 Implement Plan Based on Timebase Schedule M Yes 

3.4.2.1 Synchronize SSM Clock with 
TMS 

M Yes 

3.4.3.4 Configure SSM Schedule M Yes 

3.4.3.6.2 SSM Instruct SSLs to Engage 
TMS Timing Plan 

M Yes 

Implement Plan Based on Timebase Schedule 

Presenter
Presentation Notes
Key Message:  The next user need that we encounter in the PRL is the mandatory need to “Implement Plan Based on Timebase Schedule.” All of the requirements related to this need are mandatory. Resource: NTCIP 1210, Page 30
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Timebase Schedule 

Learning Objective #2   

Number of Timebase Schedule Entries 
 

Number Month Day Date Day Plan 

1 All M-F All 1 

2 All S-S All 2 

3 Jan All 1 3 

4 Dec Fri 31 3 

5 Jan Mon 2 3 

6 Jan Mon 15-21 3 

… … … … … 

17 Dec M-F All 4 

18 Dec S-S All 5 

Presenter
Presentation Notes
Key message: Explain the timebase schedule table. Each entry defines a set of rules that are used to select a day plan. If multiple rules evaluate to true, the most specific rule is applied (e.g., a rule for July 4th falling on a Monday would overrule the weekly Monday rule). Thus, a table that defines a standard schedule with all major holidays may look like the example shown in this slide. Since you should always allow some room for growth, we will require 32 entries in our table.
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Timebase Schedule 

Learning Objective #2   

Number of Day Plans and Day Plan Events 
 

Number Event # Hour Minute Action 

1 1 05 00 1 

1 2 10 00 2 

1 3 15 00 3 

1 4 16 00 4 

1 5 22 00 5 

… … … … … 

Presenter
Presentation Notes
Key message: Explain the day plan table and the various parameters that need to have range specifications. The first column indicates the day plan number, the second identifies the event number during the day. Each event then has a time associated with it along with action to activate (e.g., implementing a timing pattern). In this case, Day Plan Number 1 continues running the last timing pattern until 5:00 am local time, and then initiates action 1 (e.g., morning timing pattern), and then implements action 2 at 10:00 am, etc. For our example, we will assume that we will require 8 day plans and 8 events for each day plan.
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Timebase Schedule 

Learning Objective #2   

Number of SSM Actions and Action Tasks 
 
Number Task 

Number 
Task 
Section 

Pattern 
Enable 

Pattern Special 
Function 
Enable 

Special 
Function 

1 1 1 & 2 enabled 1 notEnabled 0 

2 1 1 enabled 2 notEnabled 0 

2 2 2 notEnabled 0 notEnabled 0 

3 1 2 enabled 3 notEnabled 0 

4 1 1 enabled 3 notEnabled 0 

Presenter
Presentation Notes
Key message: Explain the action table and the various parameters that need to have range specifications. The SSM Action Table is a doubly indexed table with an action number and a Task Number. Each task is associated with one or more sections and a pattern and/or a special function. In order to figure out the size of table you need, you’ll need an idea of how you might want to configure your system with some wiggle room for growth. For our example, we’ll assume that we need 32 actions with up to 4 tasks per action.
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Structure of Off-line Logged Data 

Learning Objective #2   

Local Time and Daylight Savings 
 

Local time determined by: 
 Global Time, in Coordinated Universal Time (UTC) 
 Standard time zone 
 Daylight savings mode (configurable) 
 2nd Sunday in March to 1st Sunday in November 
 2 a.m. local time 

Number BeginMonth BeginOccur BeginDoW BeginDoM BeginSecs 

1 March Second Sunday 1 7200 

EndMonth EndOccur EndDoW EndDoM EndSecs Adjust 

November First Sunday 1 7200 3600 

Presenter
Presentation Notes
Key message: Explain the daylight savings schedule and explain that most deployments will only need one entry
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Use the PRL in a Specification 

Learning Objective #2   

User 
Need ID 

User 
Need 

FR ID Functional Requirement Confor
mance 

Support Additional Specifications 

2.5.1.2.4 Implement Plan Based on Timebase Schedule M Yes 

3.4.2.1 Synchronize SSM Clock with 
TMS 

M Yes 

3.4.3.4 Configure SSM Schedule M Yes The SSM shall support 
at least 32 Timebase 
Table entries, 8 day 
plans, 8 events per day 
plan, 32 SSM Actions 
in the action table 
with 4 events per 
action, and one 
daylight savings 
schedule. 

3.4.3.6.2 SSM Instruct SSLs to Engage 
TMS Timing Plan 

M Yes 

Implement Plan Based on Timebase Schedule 

Presenter
Presentation Notes
Key Message:  This slide revisits the “Implement Plan Based on Timebase Schedule” User Need in the PRL and adds the additional specifications that we just discussed.Resource: NTCIP 1210, Page 30
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Use the PRL in a Specification 

Learning Objective #2   

User Need 
ID 

User 
Need 

FR ID Functional Requirement Confor
mance 

Support Additional Specifications 

2.5.1.2.5.1 Configure Traffic Responsive Mode M Yes 

3.4.1.1 Assign System Detectors M Yes 

3.4.3.5.1 Select Algorithm M Yes 

3.4.3.5.2 Accept Pattern Selection 
Frequency 

M Yes 

3.4.3.5.3.8 Instruct SSLs to Engage 
Threshold Timing Plan 

M Yes 

Configure Traffic Responsive Mode 

Presenter
Presentation Notes
Key Message:  The next user need that we encounter in the PRL is the mandatory need to “Configure Traffic Responsive Mode.” All of the requirements related to this need are mandatory and we will select these. Resource: NTCIP 1210, Page 30-31
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Configure Traffic Responsive Mode 

Learning Objective #2   

Number of System Detectors 
 

SSM 

SSL SSL 

SSL 

SSL 

SSL 

SSL SSL SSL SSL 

SSL 

Presenter
Presentation Notes
Key message: Explain the need for system detectors.This figure shows 5 system detectors, three which may be associated with the E-W corridor (section) and two associated with the N-S corridor (section); although it should be noted that a section may support system detectors that are connected to controllers not associated with the section. For example, a section that only included the E-W corridor but used all five of these detectors to determine pattern selection and to gauge splits by looking at cross street volume.
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Use the PRL in a Specification 

Learning Objective #2   

User Need 
ID 

User 
Need 

FR ID Functional Requirement Confor
mance 

Support Additional Specifications 

2.5.1.2.5.1 Configure Traffic Responsive Mode M Yes 

3.4.1.1 Assign System Detectors M Yes The SSM shall support 
at least 8 system 
detectors. 

3.4.3.5.1 Select Algorithm M Yes 

3.4.3.5.2 Accept Pattern Selection 
Frequency 

M Yes 

3.4.3.5.3.8 Instruct SSLs to Engage 
Threshold Timing Plan 

M Yes 

Configure Traffic Responsive Mode 

Presenter
Presentation Notes
Key Message: Explain the range specifications for number of system detectors. Resource: NTCIP 1210, Page 30-31
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Use the PRL in a Specification 
Learning Objective #2   

UN ID UN FR ID Functional Requirement Conform Support Additional Specifications 

2.5.1.2.5.2 Configure Threshold Selection O.1 (1..*) Yes / No 

3.4.1.2 Configure Detector Grouping M Yes 

3.4.1.3 Configure Group Smooth M Yes 

3.4.1.4 Configure Override Smoothing M Yes 

3.4.1.5 Configure Minimum Samples M Yes 

3.4.1.6 Configure Avg or Highest Value M Yes 

3.4.3.5.3.1 Config Directional Thresholds M Yes 

3.4.3.5.3.2 Configure Cycle Thresholds M Yes 

3.4.3.5.3.3 Configure Split Thresholds M Yes 

3.4.3.5.3.4 Configure Minimum Detectors M Yes 

3.4.3.5.3.5 Configure Queue Thresholds O Yes / No 

3.4.3.5.3.6 Config Occupancy Thresholds O Yes / No 

3.4.3.5.3.7 Config Non-Arterial Thresholds O Yes / No 

3.4.3.5.3.8 Instruct SSLs to Engage Plan M Yes 

Configure Threshold Selection 

Presenter
Presentation Notes
Key Message:  The next user need that we encounter in the PRL is the optional need to “Configure Threshold Selection.” Our project description did not require threshold selection, so we will not select this need or any of the requirements underneath it; however, had we selected the need we would have selected all of the mandatory requirements and chosen whether we needed to implement the optional requirements. Resource: NTCIP 1210, Page 31
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Configure Threshold Selection 

Learning Objective #2   

SSM 

SSL SSL 

SSL 

SSL 

SSL 

SSL SSL SSL SSL 

SSL 

Range Specifications 
 

 Number of Detectors per Group 
 Number of Levels in Cycle Threshold Channel 
 Number of Levels in Split Threshold Channel 
 Number of Levels in Offset Threshold Channel 

Presenter
Presentation Notes
Key message: Even though we don’t include this need in our project, we’ll briefly discuss how threshold detection works for the benefit of anyone selecting this user need. This discussion will focus on explaining the necessary range specifications for:Number of detectors per detector groupNumber of levels in cycle threshold channelNumber of levels in split threshold channelNumber of levels in offset threshold channelIn this case, we have used the same sample system as presented earlier, but the actual values to use will be completely dependent upon your traffic engineers recommendations based on preference, system volumes, etc.
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Configure Threshold Selection 

Learning Objective #2   

Options 
 

 May be concerned about traffic backups 
 Queue detector override option 
 Occupancy detector override option 
 Non-arterial detector override option 

Presenter
Presentation Notes
Key message: Discuss how threshold detector overrides work so that users can determine if the optional requirements might be needed. 
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Use the PRL in a Specification 

Learning Objective #2   

User Need 
ID 

User 
Need 

FR ID Functional Requirement Confor
mance 

Support Additional Specifications 

2.5.1.2.5.3 Configure Signature Selection O.1 
(1..*) 

Yes / No 

3.4.3.5.4.1 Configure Signature 
Parameters 

M Yes 

3.4.3.5.4.2 Instruct SSLs to Engage 
Signature Timing Plan 

M Yes 

Configure Signature Selection 

Presenter
Presentation Notes
Key Message: The next user need that we encounter in the PRL is the optional need to “Configure Signature Selection.” Our project description specifically required signature selection, so we will select this need and the mandatory requirements underneath it. Resource: NTCIP 1210, Page 31-32
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Configure Signature Selection 

Learning Objective #2   

Range Specifications 
 

 Number of Signatures 
 Number of Signature Detectors 

Presenter
Presentation Notes
Key message: Describe how signatures work and discuss the range specifications that need to be addressed for signature selection 
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Use the PRL in a Specification 

Learning Objective #2   

User Need 
ID 

User 
Need 

FR ID Functional Requirement Confor
mance 

Support Additional Specifications 

2.5.1.2.6 Configure Plan Selection Mode Schedule M Yes 

3.4.3.2 Configure Plan Selection Mode 
Schedule 

M Yes 

Configure Plan Selection Mode Schedule 

Presenter
Presentation Notes
Key Message: The next user need that we encounter in the PRL is the mandatory need to “Configure Plan Selection Mode Schedule.” There is only one requirement related to this need and it is mandatory. Resource: NTCIP 1210, Page 32
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Use the PRL in a Specification 

Learning Objective #2   

User Need 
ID 

User 
Need 

FR ID Functional Requirement Confor
mance 

Support Additional Specifications 

2.5.1.2.7 Synchronize Clocks of SSLs M Yes 

3.4.3.7.1 Accept User-Defined Period for 
SSL Clock Synchronization 

M Yes 

3.4.3.7.2 Periodically Set Clocks of SSLs M Yes 

3.4.3.7.3 Instruct SSM to Set Clocks of 
SSLs 

M Yes 

Synchronize Clocks of SSLs 

Presenter
Presentation Notes
Key Message: The next user need that we encounter in the PRL is the mandatory need to “Synchronize Clocks of SSLs.” All of the requirements related to this need are mandatory. Resource: NTCIP 1210, Page 32
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Use the PRL in a Specification 

Learning Objective #2   

User Need 
ID 

User 
Need 

FR ID Functional Requirement Conformanc
e 

Support Additional 
Specifications 

2.5.1.2.8 Configure Cycle Length by Plan SyncPulse:M Yes / No 

3.4.2.2.6 Accept Cycle Length by Plan M Yes 

Configure Cycle Length by Plan 

Presenter
Presentation Notes
Key Message: The next user need that we encounter in the PRL is the conditional need to “Configure Cycle Length by Plan.” There is only one requirement related to this need and it is mandatory; however, we previously decided that sync pulses were not needed on our project, so we will not select this requirement. Resource: NTCIP 1210, Page 32
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Use the PRL in a Specification 

Learning Objective #2   

User Need 
ID 

User 
Need 

FR ID Functional Requirement Confor
mance 

Support Additional Specifications 

2.5.1.3.1 Manage Alarms M Yes 

3.4.4.1.1 Configure Critical Alarms and 
Events to Monitor 

M Yes 

3.4.4.1.2 Provide Critical Alarms and 
Events Logging Requirements 
to SSM 

M Yes 

3.4.4.1.3 Critical Alarms and Events 
Reporting Requirements 

M Yes 

Manage Alarms 

Presenter
Presentation Notes
Key Message: The next user need that we encounter in the PRL is the mandatory need to “Manage Alarms.” All of the requirements related to this need are mandatory. Resource: NTCIP 1210, Page 32
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Use the PRL in a Specification 

Learning Objective #2   

User Need 
ID 

User 
Need 

FR ID Functional Requirement Confor
mance 

Support Additional Specifications 

2.5.1.3.1.1 Loss of Control of SSLs M Yes 

3.4.4.1.4.1 Lost Communications to a SSL M Yes 

3.4.4.1.5 Configure Intersection Non-
Responsive Time to Constitute 
Failure 

M Yes 

3.4.4.1.6 Coordination Failure Caused 
by Loss of Control 

M Yes 

Loss of Control of SSLs 

Presenter
Presentation Notes
Key Message: The next user need that we encounter in the PRL is the mandatory need of “Loss of Control of SSLs.” All of the requirements related to this need are mandatory. Resource: NTCIP 1210, Page 32-33
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Use the PRL in a Specification 

Learning Objective #2   

User Need 
ID 

User 
Need 

FR ID Functional Requirement Conforma
nce 

Support Additional Specifications 

2.5.1.3.1.2 Failed System Detectors M Yes 

3.4.4.1.4.2 Failed System Detectors for 
Threshold Selection of Timing 
Plans 

Threshold:
M 

Yes / No 

3.4.4.1.4.3 Failed System Detectors for 
Signature Selection of Timing 
Plans 

Signature:
M 

Yes / No 

Failed System Detectors 

Presenter
Presentation Notes
Key Message: The next user need that we encounter in the PRL is the mandatory need of “Failed System Detectors.” All of the requirements related to this need are conditional based on previous choices. In our case, we selected signature selection and not threshold selection, so our selection here will be consistent.Resource: NTCIP 1210, Page 33
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Use the PRL in a Specification 

Learning Objective #2   

User Need 
ID 

User 
Need 

FR ID Functional Requirement Conforma
nce 

Support Additional Specifications 

2.5.1.3.1.3 Other Alarms Within a SSL M Yes 

3.4.4.1.4.4 SSL Alarms and Events M Yes 

Other Alarms Within a SSL 

Presenter
Presentation Notes
Key Message: The next user need that we encounter in the PRL is the mandatory need of “Other Alarms Within a SSL.” There is only one requirement related to this need and it is mandatory.Resource: NTCIP 1210, Page 33
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Use the PRL in a Specification 

Learning Objective #2   

User Need 
ID 

User 
Need 

FR ID Functional Requirement Conforma
nce 

Support Additional Specifications 

2.5.1.3.1.4 Forward SSM Alarms and Events M Yes 

3.3.2.2 Configure Event Logging 
Service 

M Yes 

3.3.2.3 Retrieve Event Logged Data M Yes 

Forward SSM Alarms and Events 

Presenter
Presentation Notes
Key Message: The next user need that we encounter in the PRL is the mandatory need to “Forward SSM Alarms and Events.” All of the requirements related to this need are mandatory and we have already defined the range specifications for the event log.Resource: NTCIP 1210, Page 33
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Use the PRL in a Specification 
Learning Objective #2   

User Need 
ID 

User 
Need 

FR ID Functional Requirement Conforma
nce 

Support Additional Specifications 

2.5.1.3.2 Manage System Display Data M Yes The Response Start Time 
for all requests shall be 
not greater than ____ ms 

3.4.3.1.2 Retrieve Section Assignment M Yes 

3.4.4.2.1 Provide Time Plan for Ea. Sect. M Yes 

3.4.4.2.2 Provide Cycle Len. for Ea. Sect. M Yes 

3.4.4.2.3 Provide Display Status of the 
Signal Displays for Each SSL 

M Yes 

3.4.4.2.4 Provide Current Traffic 
Responsive Comparison 

O Yes / No 

3.4.4.2.5 Provide Mode and Pattern 
Number for Each SSL 

M Yes 

3.4.4.2.6 Provide Status for Each SSL M Yes 

3.4.4.2.7 Provide Status for Each System 
Detector 

M Yes 

Manage System Display Data 

500 

Presenter
Presentation Notes
Key Message: The next user need that we encounter in the PRL is the mandatory need to “Manage System Display Data.” All of the requirements related to this need are mandatory. (Note: the one “optional” requirement is a typo; fulfilling this requirement is mandated by other clauses in this draft standard.)Resource: NTCIP 1210, Page 33-34
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Use the PRL in a Specification 

Learning Objective #2   

User Need 
ID 

User 
Need 

FR ID Functional Requirement Conforma
nce 

Support Additional Specifications 

2.5.1.3.3 Monitor Traffic Conditions M Yes 

3.4.1.7 SSM Collect Volume and 
Occupancy Data 

M Yes 

3.4.1.8 TMS Collect Volume and 
Occupancy Data 

M Yes 

Monitor Traffic Conditions 

Presenter
Presentation Notes
Key Message: The next user need that we encounter in the PRL is the mandatory need to “Manage Traffic Conditions.” All of the requirements related to this need are mandatory.Resource: NTCIP 1210, Page 34
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Use the PRL in a Specification 

Learning Objective #2   

User Need 
ID 

User 
Need 

FR ID Functional Requirement Confor
mance 

Support Additional Specifications 

2.5.2 Manage SSLs O Yes / No 

3.3.1.6 Explore SSL Data by the TMS M Yes 

3.3.1.7 TMS Acceptance of Data from 
the SSL 

M Yes 

3.3.1.8 TMS Delivery of Data to the 
SSL 

M Yes 

3.4.2.3 Configure Connected SSLs M Yes 

Manage SSLs 

Presenter
Presentation Notes
Key Message: The final user need that we encounter in the PRL is the need to “Manage SSLs.” This user need also relies upon the same design as discussed earlier under “Connect Communication Networks,” which has several potential issues that should be considered by agencies in their procurement specifications. Since the previous feature is defined as mandatory, the selection or non-selection of this feature has no practical impact on the final product; we will select “no” just to make our specification a bit simpler.Resource: NTCIP 1210, Page 34



Presenter
Presentation Notes
Placement slide: To be used prior audience exercise/activity in which they choose from multiple choice selection.The next slide is the question slide and it should have multiple choices and indicate the correct answer/s on one slide. 
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Learning Objective #2    

a) Only when User Need 2.5.1.2.5.2 is selected 
b) Always 
c) Only when Requirement 3.4.4.1.4.2 is selected 

When should a requirement with a 
conformance “Threshold:M” be selected? 

Answer Choices 

d)  Only when Requirement 3.4.3.5.3.5 is selected 

From NTCIP 1210 Clause 3.2.3.2 and Participant Student Supplement Page 2 

Predicate Section 

SyncPulse 2.5.1.2.8 

Threshold 2.5.1.2.5.2 

Signature 2.5.1.2.5.3 

Presenter
Presentation Notes
Key Message:  This slide tests the participants’ understanding of the conformance column notationsInteractivity: Instructor should:Read the question and the answer choicesProvide instructions for the audience to select the appropriate answer using their computer mousePause to allow participants to respond (poll/online choice)



84 

Learning Objective #2    

Review of answers 
a) Only when User Need 2.5.1.2.5.2 is selected 
 Correct! Clause 3.2.3.2 of the standard maps 

the predicate “Threshold” to Clause 2.5.1.2.5.2. 
b) Always 
 Incorrect; The predicate means that support is 

conditional upon another selection. 
c) Only when Requirement 3.4.4.1.4.2 is selected 
 Incorrect; this requirement has this conformance 

and thus this would result in circular logic. 
d) Only when Requirement 3.4.3.5.3.5 is selected 
 Incorrect; the conformance may be mandatory 

even when 3.4.3.5.3.5 (Override Thresholds) is 
not selected.  

Presenter
Presentation Notes
Key Message:  This slide reviews the various potential answers and explains why each is right or wrong



85 

Using the PRL in a Specification 

Learning Objective #2   

Part of Interface Specification 
 

 A completed PRL defines the data requirements for 
the NTCIP interface 

 When combined with the communication 
specification (See Module C101), it forms an 
interface specification 

 A deployment may need multiple interface 
specifications 
 Management systems that support multiple 

devices 
 May need support for legacy protocol 

Presenter
Presentation Notes
Key Message:  This slide explains that the PRL is one part of one interface specification and that a complete specification may support multiple interfaces. For example, a system may need to support legacy protocols to enable operations during migration to the standard and a management station may need to support multiple device types. Module C101 is “Introduction to the Communications Protocols and Their Uses in ITS Applications”
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Using the PRL in a Specification 

Learning Objective #2   

Consistency 
 

 The interface specification must be consistent with the 
remainder of the specification 

 Interface requires ability to 
synchronize clocks 
 Implies existence of 

clock in SSM 
 Requires software logic 

for SSM to periodically 
synchronize clocks  

 

Presenter
Presentation Notes
Key Message:  This slide explains that the interface specifications are not stand alone items but are an integral part of the overall specification. For example, when the interface requires clock synchronization, there is an implicit specification that the device supports a clock. The hardware and software specifications should specify the parameters of this clock.Resource: Graphic developed during project
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Using the PRL in a Specification 

Learning Objective #2   

Sample Text 
 

   The PRL should be properly introduced within the 
specification 
   Copyright disclaimer should appear with the PRL 
   Refer to the Student Supplement for additional text,  
including “Additional Specifications” 

Presenter
Presentation Notes
Key Message:  This slide points the user to the Student Supplement to find a listing of potential issues that should be considered by any agency in preparing specifications to deploy this standard. In addition, we offer a set of sample solutions that could be used to address these potential issues. These solutions are not “recommended” as they have not undergone a formal standards review process; they are merely offered for consideration.
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Summary of Learning Objective #2 

 Use of optional requirements, constraints, and 
predicates within the PRL 

 Specify performance criteria for functional requirements 
within the PRL 

 Specify limits or ranges for functional requirements 
within the PRL 

 Use the PRL in a specification 

Use the PRL to Specify an SSM Interface 
 

Presenter
Presentation Notes
Key Message:  This slide reviews the major topics of LO2
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Learning Objective #3 — Achieve 
Interoperability and Interchangeability 
  How the RTM traces to a single design 
 How to compare for interoperability 
 How to compare for interchangeability 

Presenter
Presentation Notes
Key Message: This slide informs the participants of the major topics in LO3
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Interoperability and Interchangeability 

Learning Objective #3   

Requirements Traceability Matrix 
 

 Annex A contains the RTM 
 

 Maps requirements to a specific design 
 

 Several ambiguities in the current draft 
 Early deployments should coordinate with industry 

experts 

Presenter
Presentation Notes
Key Message:  Explain why the RTM exists and where it can be found. Also point out that the current draft has several potential issues, as we will discuss on following slides. 
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Interoperability and Interchangeability 

Learning Objective #3   

Func Req’t 
Reference 

Functional 
Requirement 

Dialog 
Reference 

Object 
Reference 

Object Comments 
(Informative) 

3.3.1.6 Explore SSL Data 
by the TMS 

4.2.13 5.7 Group PMPP Routing TMS to SSL 
message 
management 

3.3.1.9.2 Retrieve Block 
Objects 4.2.11 

5.25.1 ssmBlockGetControl 

5.25.2 ssmBlockData 

Requirements Traceability Matrix 
 

 First two columns reference a requirement 

Presenter
Presentation Notes
Key Message:  The first column of the RTM presents the requirement identifier, which is the number of the clause within the standard where the requirement is formally defined. The second column indicates the name of the requirement that is being referenced. NOTE: The full RTM shows additional requirements traced to this need that are not shown on this slide. Resource: Derived from NTCIP 1210, page 207
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Interoperability and Interchangeability 

Learning Objective #3   

Func Req’t 
Reference 

Functional 
Requirement 

Dialog 
Reference 

Object 
Reference 

Object Comments 
(Informative) 

3.3.1.6 Explore SSL Data 
by the TMS 

4.2.13 5.7 Group PMPP Routing TMS to SSL 
message 
management 

3.3.1.9.2 Retrieve Block 
Objects 4.2.11 

5.25.1 ssmBlockGetControl 

5.25.2 ssmBlockData 

Requirements Traceability Matrix 
 

 The third column defines the associated dialog 
 A requirement traces to only one dialog 

Presenter
Presentation Notes
Key Message:  The third column of the RTM presents the clause reference of the associated dialog. A requirement should only trace to one dialog; in other words, there is only one standardized design for any given requirement – this is what provides interoperability and interchangeability.The dialogs define a sequence of events that must be supported.  The dialog may also contain define rules on how the standardized should be implemented.NOTE: The full RTM shows additional requirements traced to this need that are not shown on this slide. Resource: Derived from NTCIP 1210, page 207
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Interoperability and Interchangeability 

Learning Objective #3   

Func Req’t 
Reference 

Functional 
Requirement 

Dialog 
Reference 

Object 
Reference 

Object Comments 
(Informative) 

3.3.1.6 Explore SSL Data 
by the TMS 

4.2.13 5.7 Group PMPP Routing TMS to SSL 
message 
management 

3.3.1.9.2 Retrieve Block 
Objects 4.2.11 

5.25.1 ssmBlockGetControl 

5.25.2 ssmBlockData 

Requirements Traceability Matrix 
 

 The fourth and fifth columns define the associated 
objects 
 All objects that trace to the requirement must be 

supported, if the requirement is supported 
 Many-to-many relationships between requirements 

and objects 

Presenter
Presentation Notes
Key Message:  The fourth and fifth columns of the RTM identifies the clause references and names of the associated objects. A single requirement will often trace to multiple objects and a single object often traces to multiple requirements. Note that requirement 3.3.1.6 references a group of associated objects “5.7 Group”.  The rules on how the associated objects in the 5.7 Group should be used is defined in the associated dialog. Early deployments should be very careful to precisely define what objects will be implemented for their project and to have these decisions reviewed by industry experts.NOTE: The full RTM shows additional requirements traced to this need that are not shown on this slide. Resource: Derived from NTCIP 1210, page 207



94 

Interoperability and Interchangeability 

Learning Objective #3   

Func Req’t 
Reference 

Functional 
Requirement 

Dialog 
Reference 

Object 
Reference 

Object Comments 
(Informative) 

3.3.1.6 Explore SSL Data 
by the TMS 

4.2.13 5.7 Group PMPP Routing TMS to SSL 
message 
management 

3.3.1.9.2 Retrieve Block 
Objects 4.2.11 

5.25.1 ssmBlockGetControl 

5.25.2 ssmBlockData 

Requirements Traceability Matrix 
 

 The sixth column provides comments 
 These are defined as informative and have no 

normative standing 

Presenter
Presentation Notes
Key Message:  The sixth column of the RTM provides comments that are informational in nature and do not relate to conformance. NOTE: The full RTM shows additional requirements traced to this need that are not shown on this slide. Resource: Derived from NTCIP 1210, page 207
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Interoperability and Interchangeability 

Learning Objective #3   

Requirements Traceability Matrix 
 

RTM Maps each requirement to a specific design 
 A precise dialog 
 A precise list of objects 
 

Presenter
Presentation Notes
Key Message: This slide summarizes the purpose of the RTM. It provides exactly one design for any requirement and thereby allows a given feature to interoperate and be interchangeable.
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Interoperability and Interchangeability 

Learning Objective #3   

Comparisons of PRLs for Interoperability 
 

 RTM provides interoperability at individual requirement level 
 PRL indicates which requirements are supported/required 
 Comparison of PRLs allow quick determination of 

interoperability 
 Ability of two or more systems to exchange information 

and use the information that has been exchanged 
 Interoperability 

Data 
Object 

X 

NTCIP Data 
Object 

X 

Presenter
Presentation Notes
Key Message:  This slide discusses how a user could compare two PRLs to see if an SSM would be interoperable with a central management system. 
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Interoperability and Interchangeability 
Learning Objective #3   

Comparisons of PRLs for Interoperability 
 

 Both TMS and SSM support a feature 
 Interoperability provided 

 
 TMS supports, SSM does not 

 TMS can still use other features (typically) 
 TMS can still interoperate with feature with other 

devices 
 

 SSM Supports, TMS does not 
 Feature could be used by other/future TMS 
 Feature can potentially be used manually 

 

Presenter
Presentation Notes
Key Message:  This slide discusses how a user could compare two PRLs to see if an SSM would be interoperable with a central management system. 



98 

Interoperability and Interchangeability 

Learning Objective #3   

Comparisons of PRLs for Interchangeability 
 

 Comparison of PRLs allow quick determination of 
interchangeability 
 Ability to replace one component with another from a 

different manufacturer 
 

Interchangeability 

Data 
Object 

X 

NTCIP Data 
Object 

X 

X 

Y 
OR 

Presenter
Presentation Notes
Key Message:  This slide discusses how a user could compare two PRLs to see if two SSMs would be interchangeable. 
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Interoperability and Interchangeability 

Learning Objective #3   

Comparisons of PRLs for Interchangeability 
 

 Both support a feature 
 Equipment is interchangeable for feature 

 New equipment supports, old equipment does not 
 New equipment is interchangeable for feature (meets or 

exceeds) 
 Old equipment supports, new does not 

 Feature will not be supported 
 Is feature really needed? 

 

Presenter
Presentation Notes
Key Message:  This slide discusses how a user could compare two PRLs to see if two SSMs would be interchangeable.



Presenter
Presentation Notes
Placement slide: To be used prior audience exercise/activity in which they choose from multiple choice selection.The next slide is the question slide and it should have multiple choices and indicate the correct answer/s on one slide. 
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Learning Objective #3    

a) All of the objects must be supported 
b) At least one of the objects must be supported 
c) All of the objects must be supported, if the 

requirement is supported 
d) At least one of the objects must be supported, if 

the requirement is supported 

What does the following table mean? 

Answer Choices 

Func Req’t 
Reference 

Functional 
Requirement 

Dialog 
Reference 

Object 
Reference 

Object 

3.4.1.1 Assign System 
Detectors 4.2.1 

5.12.1 maxSensorSources 

5.12.2.1.2 sensorSourceIntersection 

5.12.2.1.3 sensorSourceDetNumber 

5.12.2.1.7 sensorSourceVolumeFactor 

5.12.2.1.11 sensorSourceOccWeighting 

Presenter
Presentation Notes
Key Message: Test the student’s understanding of the RTMInteractivity: Instructor should:Read the question and the answer choicesProvide instructions for the audience to select the appropriate answer using their computer mousePause to allow participants to respond (poll/online choice)
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Learning Objective #3    

Review of answers 
a) All of the objects must be supported 

Incorrect; they only need to be supported if the 
requirement has been selected in the PRL. 

b) At least one of the objects must be supported 
Incorrect; if the requirement is selected, all of the 
indicated objects must be supported. 

c) All of the objects must be supported, if the 
requirement is supported 
Correct!  

d) At least one of the objects must be supported, if 
the requirement is supported 
Incorrect; if the requirement is selected, all of the 
indicated objects must be supported. 

Presenter
Presentation Notes
Key Message:  This slide reviews the various potential answers and explains why each is right or wrong
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Summary of Learning Objective #3 

 The RTM traces requirements to a single design 
 The PRL and RTM allow easy checks for interoperability 
 The PRL and RTM allow easy checks for 

interchangeability 

Achieve Interoperability and Interchangeability 

Presenter
Presentation Notes
Key Message:  This slide reviews LO3. The PRL and RTM work together to achieve these objectives. 
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Learning Objective #4 — Understand 
NTCIP 1210 Dialogs 
  Example NTCIP 1210 dialog to an SSM 
 Example NTCIP 1210 dialog with an SSL 

Presenter
Presentation Notes
Key Message: This slide introduces the fourth learning objective . 
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Understand NTCIP 1210 Dialogs 

Learning Objective #4   

TMS – SSM  
 Dialog 4.2.1 

Presenter
Presentation Notes
Key Message:  Explain how a typical NTCIP dialog is defined (in Section 4 of the standard). Emphasize that many dialogs are a simple get or set coupled with the response; this one happens to contain a get coupled with a loop that repeatedly sets objects.NOTE: The full RTM shows additional requirements traced to this need that are not shown on this slide. Resource: Derived from NTCIP 1210, page 207
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Understand NTCIP 1210 Dialogs 

Learning Objective #4   

TMS – SSM   
 

Func Req’t 
Reference 

Functional 
Requirement 

Dialog 
Reference 

Object 
Reference 

Object 

3.4.1.1 Assign System 
Detectors 4.2.1 

5.12.1 maxSensorSources 

5.12.2.1.2 sensorSourceIntersection 

5.12.2.1.3 sensorSourceDetNumber 

5.12.2.1.7 sensorSourceVolumeFactor 

5.12.2.1.11 sensorSourceOccWeighting 

 All objects referenced anywhere in dialog are shown in 
RTM 
 RTM provides traceability 
 Dialog gives sequencing rules 

Presenter
Presentation Notes
Key Message:  Explain that all of the objects within the dialog are listed out in the RTM.Resource: Derived from NTCIP 1210, page 208-9
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Understand NTCIP 1210 Dialogs 

Learning Objective #4   

TMS – SSM – SSL  
 

2.4.3 Connect Communication Networks 
The SSM needs to provide the ability to connect 
communication networks. 
3.3.1.8 TMS Delivery of Data to the SSL 
The SSM shall provide a pass-through capability for the 
TMS to deliver data to the SSL. 
 
There are potential issues as we will discuss on the 
following slides along with three possible work-arounds 

Presenter
Presentation Notes
Key Message:  Introduce the concept that the SSM has special needs for routing data.
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Use the PRL in a Specification 

Learning Objective #4   

Connect Communication Networks 

Presenter
Presentation Notes
Key Message:  This slide explains the standardized design for connecting networks; it is based on PMPP (sic, actually T2) routing rather than IP. In order to understand the potential issues associated with this feature, we need a basic understanding of how this routing works. This slide visually describes how the routing has been designed.The TMS first ensures that the SSM will support the number of routed messages desired (GET maxMsgRouted.0).Then, for each SSL command to be sent, it stores the command in the SSM along with the SSL intersection number for which it is intended and an indication of the frequency (e.g., once-per-second, once-per minute, one time, etc.) When configured, the SSM will update the time for sslCommandTimestampOnce configured, the SSM will deliver the command to the device. Anytime the SSM receives a response, it will store it in the sslResponse field and update the values for the response timestamp, the response sequence number and the response status.The TMS can then asynchronously retrieve these values at any time it believes is appropriate.Resource: NTCIP 1210, Page 28-29 (some text shortened to fit on slide)
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Use the PRL in a Specification 

Learning Objective #4  

Connect Networks – Support for Any Message 
 
 Allows sending any packetized data 

 Any SNMP request 
 Any STMP request 
 Any message conforming to another standard  
 Any message in a proprietary format 

 The SSM does not need to understand the contents of 
the message 

 Only the SSL needs to understand 

Presenter
Presentation Notes
Key Message:  This slide explains some of the potential issues with the design.The sslResponse object is defined to contain “ALL responses from the SSL.” regardless of whether the response is to the associated sslRequest or not. This is logical as it allows any byte string to be sent via the remote interface without requiring the SSM to understand the meaning of the request or response; however, as a result, the sslResponse object may return information that is unrelated to the sslRequest due to race conditions that the TMS has little control over. As a result, this feature of the standard is not very reliable for exchanging information.Resource: NTCIP 1210, Page 28-29 (some text shortened to fit on slide)
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Use the PRL in a Specification 

Learning Objective #4  

Connect Networks – Potential Issue #1 
sslResponse contains “ALL responses from the SSL.” Most 
would likely to interpret this to mean: 
  The last packet received from the SSL, which may be: 

 A response to the sslCommand 
 A response to another sslCommand 
 A response to an automated request from the SSM 
 An unsolicited report from the SSL 

 
Actual response may be overwritten before TMS can 
retrieve 

Presenter
Presentation Notes
Key Message:  This slide explains some of the potential issues with the design.The sslResponse object is defined to contain “ALL responses from the SSL.” regardless of whether the response is to the associated sslRequest or not. This is logical as it allows any byte string to be sent via the remote interface without requiring the SSM to understand the meaning of the request or response; however, as a result, the sslResponse object may return information that is unrelated to the sslRequest due to race conditions that the TMS has little control over. As a result, this feature of the standard is not very reliable for exchanging information.Resource: NTCIP 1210, Page 28-29 (some text shortened to fit on slide)
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Use the PRL in a Specification 

Learning Objective #4   

Connect Networks – Work Around #1 
 

The user need does not identify bandwidth constraints. 
  Could use IP for connecting networks 

 Needs high-speed connection 

Presenter
Presentation Notes
Key Message:  The slide explains that IP-routing is a much more reliable way of exchanging data with an SSL, although it does require more bandwidth. If IP-routing is not a viable solution and the agency will need to consider another work-around. Resource: NTCIP 1210, Page 28-29 (some text shortened to fit on slide)



112 

Use the PRL in a Specification 

Learning Objective #4  

Connect Networks – Work Around #2 
 

  Could use the pre-defined commands 
 Set time 
 Set sync control 
 Set pattern 
 Set special functions 
 Get status 
 Get detector volume and occupancy 

Presenter
Presentation Notes
Key Message:  This slide explains that some remote operations can be reliably achieved under certain conditions through a separate design feature known as “commands.” This allows the user to associate certain objects in the SSM to the values of objects in the SSL. Commands can then be configured to GET data from the SSL to store in these paired objects in the SSM or to SET objects by sending the values in the SSM to the paired object in the SSL. This is a workable approach for the predefined pairs of objects, including those shown on this slide. However, as there are not any “extra” storage objects for pairing within the SSM, the solution is not readily expandable to more generic uses. 



113 

Use the PRL in a Specification 

Learning Objective #4   

Connect Networks – Work Around #3 
Could use a refined interpretation of standard 
 Interpret “ALL responses” to mean “the most recent 

response, as determined by the transport layer”  
 Require TMS to include port numbers in transport layer  

 Responses could also contain port numbers 
 Transport layer could then associate response to 

command 
 Allows exchange of virtually any connectionless data 
Work with standards committees to finalize interpretation 
once implemented 

Presenter
Presentation Notes
Key Message:  This slide explains a third possible work-around to the potential issue. The procurement specification could require that the definition of sslResponse is interpreted to require the SSM to perform transportation layer parsing of incoming packets to determine what qualifies as a “response.” If this is then coupled with some basic rules on how the TMS uses the feature (i.e., by including port numbers in requests) the SSM should only store sslResponse values that are directly associated with the sslCommand. While it appears that this solution should work, it has not been peered reviewed or deployed. So any implementer should work with the standards committees to finalize this interpretation once it has a real-world deployment.
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Use the PRL in a Specification 

Learning Objective #4 

Connect Networks – Potential Issue #2 
sslNumber is ambiguous, defined as both 
 Intersection number and 
 Drop number 
 

Possible Work-Around 
 Use literal interpretation 
 Routing feature is limited to 62 SSLs 

Presenter
Presentation Notes
Key Message:  This slide explains some of the potential issues with the design.A second potential issue with this feature is that the definition of sslNumber says it indicates the interesectionNumber of the target SSL, but the SYNTAX has a range of 0..63 with 63 defined as a broadcast address. This appears to confuse this value with the drop number of a PMPP circuit.The most logical work-around to this ambiguity is to accept the literal interpretation of the definition. The disadvantage of this interpretation is that the SSM will only be able to route messages to 62 SSLs, but this should still accommodate most implementations.Resource: NTCIP 1210, Page 28-29 (some text shortened to fit on slide)
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Use the PRL in a Specification 

Learning Objective #4  

Connect Networks – Summary 
  sslResponse may be overwritten before read 

 IP routing 
 Command feature 
 Require transport layer processing 

 
  sslNumber definition confuses intersection and drop 

 Use definition as written  
 Limits routing to 62 intersections 

Presenter
Presentation Notes
Key Message:  This slide summarizes what we have learned about the connect communications network feature
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Learning Objective #4    

a) Any of thirteen standardized messages 
b) Any of thirteen user-defined messages 
c) Any message clearly defined in the specification 
d) Virtually any packetized message 

What types of messages does the 
standard allow to be sent to the SSL using 
the sslCommand feature? 
Answer Choices 

Presenter
Presentation Notes
Key Message: Test the student’s understanding of the dialogs supported by NTCIP 1210Interactivity: Instructor should:Read the question and the answer choicesProvide instructions for the audience to select the appropriate answer using their computer mousePause to allow participants to respond (poll/online choice)
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Learning Objective #4    

Review of answers 
a) Any of thirteen standardized messages 
 Incorrect; the standard does not define thirteen 

messages. 
b) Any of thirteen user-defined messages 

Incorrect; STMP includes thirteen user-defined 
dynamic objects – these can be sent along with 
any other message. 

c) Any message clearly defined in the specification 
Incorrect; the routing feature allows virtually any 
message to be sent. 

d) Virtually any packetized message 
Correct! The sslCommand feature can be 
used to send any single datagram. 

Presenter
Presentation Notes
Key Message:  This slide reviews the various potential answers and explains why each is right or wrong
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Summary of Learning Objective #4 
We discussed: 
 Dialogs between the TMS and SSM 
 Routing from the TMS to the SSL via the SSM 

Presenter
Presentation Notes
Key Message:  This slide reminds the participant of the information learned during LO4
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Learning Objective #5 — Incorporate 
requirements not covered by the 
standard 
  
  Conditions and context for extending the NTCIP 1210 

standard 
 Example of extending the standard 

Presenter
Presentation Notes
Key Message: Provide an overview of learning objective 5
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Extending the Standard  

Learning Objective #5   

Interoperability and Interchangeability 
 

Extending the standard complicates interoperability and 
interchangeability 
 Not achievable unless all design details are known 
 Extensions are custom solutions 

 Increased specification costs 
 Increased development costs 
 Increased testing costs 
 Increased integration costs 
 Longer deployment timeframe 
 Increased maintenance costs 

Presenter
Presentation Notes
Key Message:  Explain the impact extending the standard has on the deployment life-cycle. While there may be times when extensions are justified, they should only be done with proper consideration of the costs involved
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Extending the Standard  

Learning Objective #5   

Conditions 
 

Extensions should only be considered when: 
 
 NTCIP features are inadequate to meet need 
 Benefits of extension outweigh the added costs 

Presenter
Presentation Notes
Key Message:  Explain the conditions when an extension may be justified
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Extending the Standard  

Learning Objective #5   

Design 
 

Extended equipment should be designed to: 
 Appropriately integrate with NTCIP-only deployments 

 Do not add new enumerations to standard objects 
 Properly register new objects on OID Tree 
 Allow mode to have standard operation 

 
 Minimize added complexity 

 Try to use bulk of NTCIP design with minimal 
extensions 

Presenter
Presentation Notes
Key Message:  Explain the key principles to follow when designing an extension
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Extending the Standard  

Learning Objective #5   

Example User Need 
 

X.1 Custom Needs 
X.1.1 Plan Selection Based on Ice Detection 
A TMS operator needs the SSM to override timing pattern 
selection based on the detection of ice in the area. The 
formation of ice on certain roadways can create traffic 
hazards that may warrant the prohibition of certain 
movements at intersections resulting in changed demand 
patterns on the roadway network. This feature allows 
SSMs to ensure these conditions are handled smoothly. 

Presenter
Presentation Notes
Key Message:  This slide introduces a sample custom need.
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Extending the Standard  

Learning Objective #5   

Example Specifications 
 

X.2 Custom Specifications 
X.2.1 Configure Ice Detection Override 
The SSM shall allow the TMS to define which plan to use 
when ice is detected for more than one minute. 
 
X.2.2 Monitor Ice Detection Override 
The SSM shall allow the TMS to determine whether ice is 
currently detected, how long it has been detected, and 
whether the Ice Detection Override Plan is active. 

Presenter
Presentation Notes
Key Message:  This slide identifies the two new specifications that we traced to the custom need; this traceability would be shown in a table. You can explain that specifications typically include configure, control, and monitoring specifications, but in this example we determined that we did not have any control specifications for the interface since it will be automatic.
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Extending the Standard 

Learning Objective #5   

Example RTM 
 

Function 
Reference 

Function Dialog 
Reference 

Object 
Reference 

Object 

X.2.1 Configure Ice Detection 
Override 

NTCIP 1210 
4.1.3 (Set) 

X.4.1 xxxIceDetectionOverridePattern 

X.2.2 Monitor Ice Detection Logic NTCIP 1210 
4.1.1 (Get) 

X.4.2 xxxIceDetected 

X.4.3 xxxIceDetectedTime 

X.4.4 xxxIceDetectionOverrideActive 

Presenter
Presentation Notes
Key Message:  This slide provides a sample RTM for the two custom specifications. As can be seen, the feature has been kept simple.Resource: Derived from NTCIP 1210, page 208-9
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Extending the Standard  

Learning Objective #5   

Example Object 
 

xxxIceDetectionOverridePattern OBJECT-TYPE 
SYNTAX INTEGER (1..255) 
ACCESS read-write 
STATUS mandatory 
DESCRIPTION “<DEFINITION> The timing pattern that is 
to be activated when xxxIceDetected is true and 
xxxIceDetectedTime is more than 60 seconds in the past. 
<UNIT> pattern number” 
::= {xxxIceDetection 1} 

Presenter
Presentation Notes
Key Message:  This slide provides one of the sample objects for the custom feature. The goal is to emphasize that adding even a simple custom feature is a considerable amount of work, so it should only be done when there is a real need. It is not our goal at this point to explain how to define an object; we only need to explain that it requires additional work.



Presenter
Presentation Notes
Placement slide: To be used prior audience exercise/activity in which they choose from multiple choice selection.The next slide is the question slide and it should have multiple choices and indicate the correct answer/s on one slide. 
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Learning Objective #5    

a) There is an unmet need that justifies the added 
cost 

b) The existing system uses a non-standard design 
c) You want to use your specification to favor a 

specific vendor 
d) The standardized solution is overly complex for 

your simple needs 

Which of the following is the best reason 
to extend a standard? 

Answer Choices 

Presenter
Presentation Notes
Key Message: Test the student’s understanding of when to include an extensionInteractivity: Instructor should:Read the question and the answer choicesProvide instructions for the audience to select the appropriate answer using their computer mousePause to allow participants to respond (poll/online choice)
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Learning Objective #5    

Review of answers 
a) Unmet need justifies the cost 

Correct! Sometimes you just have to accept 
the added costs 

b) Existing system uses non-standard design 
Incorrect; doing this will prolong the expensive 
customized approach for another generation 

c) To favor a specific vendor 
Incorrect; this opens the project up to a lawsuit 
and potentially traps you into a proprietary design 

d) Standardized solution is overly complex 
Incorrect; even if a simpler solution would work, 
the life-cycle costs of implementing a non-
standard solution are significant 

Presenter
Presentation Notes
Key Message:  This slide reviews the various potential answers and explains why each is right or wrong
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Summary of Learning Objective #5 

We discussed: 
 Conditions and context for extending the standard 
 Example of extending the standard 

Incorporate requirements not covered by the 
standard 

Presenter
Presentation Notes
Key Message:  This slide reminds the participant of the information learned during LO5
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What We Have Learned 

1) The PRL can be used to trace __________ to 
____________. 

2) The “Additional Specifications” PRL column can define 
___________ and ___________ specifications. 

3) The Student Supplement has a list of additional 
____________ that could be considered for the PRL. 

4) The RTM traces each requirement to _______ design 
solution, thereby providing for _____________. 

5) NTCIP 1210 allows a TMS to send virtually any 
message to ______. 

6) Developing _______ features entails significant effort 
and risk. 

user needs 

performance 

custom 

a single 
specifications 

object range 

interoperability 

requirements 

an SSL 

Presenter
Presentation Notes
Key Message:  Recap of all the learning objectives and main points of the complete course. 
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Resources 

 NTCIP 1210 v01.53 
 Field Management Stations – Part 1: Object 

Definitions for Signal System Masters 
 www.ntcip.org 

 
 NTCIP 9001 

 The NTCIP Guide  
 www.ntcip.org 

 
 IEEE 1233 

 IEEE Guide for Developing System 
Requirements Specifications 

 www.ieee.org  
 
 

Presenter
Presentation Notes
Key Message: List publications/web site links etc. for additional information on the course topic. A list is in the Participant Student Supplement.

http://www.ntcip.org/
http://www.ntcip.org
http://www.ieee.org
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